9. NIEHS VPN and Dial-in User Access (WJ)
9.1. Determine if the current Cisco SecureACS (Radius) server can be configured to use the NIH\NIEHS AD OU. (WJ)

9.1.1. Modify the External Database for user authentication on the backup Radius server to be the NIH/NIEHS AD OU for a test group of users with NIH accounts already created. (WJ/DB-8hrs)

9.1.2. Test access via VPN and Dial-in.  (WJ and Test group-16hrs)
9.1.3. Document and resolve any issues. (WJ and Test Group-8hrs)

9.2. Deploy Radius server on Windows 2003 Server.
9.2.1. Determine if the current Radius server can be deployed on Windows 2003 Server (WJ – Done, our current version is not supported on Windows 2003 Server ) 

9.2.2. Get quotation for two copies of the version of the Radius server supported on Windows 2003 Server. (WJ-32hrs)
9.2.3. Review quotation with government monitor and procure. (WJ/CT-8hr)

9.2.4. Receive, install and configure the Radius server on two servers identified by SysAdmin. (WJ/DB-40hrs)

9.3. Set-up the Dial-in server to test the new Radius servers.
9.3.1. Configure telnet access to use the new Radius server (WJ-1hr)
9.3.2. Test Dial-in access via telnet (WJ/Test Group-8hr)

9.3.3. Document and resolve any issues. (WJ and Test Group-8hr)

9.4. Deploy new Radius servers for use by VPN and Dial-in users

9.4.1. Agree on cut-over date for the VPN and Dial-in users (Project team-2hr)
9.4.2. Configure the VPN Concentrator and Dial-in Access Server to use the new Radius servers. (WJ/NF-8hr)
9.4.3. Review logs to proactively address user problems if any occur on cut-over date. (WJ/NF-24hrs)
9.5. NIEHS VPN and Dial-in User Access Task Complete.

